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DEPARTMENT IT CAPITAL PLAN

Department Name and Org Code: Plan Year:
Military Department 2009-10 through 2013-14

1. Summarize your organization's business goals and objectives below:
Execute a Communications Systems / IT operations model to sustain readiness and

preparedness requirements, protect and defend California Military Department systems,
networks and information and ensure decisions support “green” initiatives and services.
Goals will be achieved by leveraging existing and future technologies and applications,
replacing IT hardware with Energy Star compliant equipment operating with 95% of Energy
Star features.

2. What are your organization's plans to upgrade or replace your IT infrastructure for the
following? When responding, please indicate the timeframes of your intended
upgrade or replacement efforts.

2.1. Hardware – Replace / upgrade 25% of departments federally procured IT equipment
is annually and state procured equipment as funds become available or equipment
identified as unserviceable. Time frame: ongoing.

2.2. Software – When determined by Department of Defense (DOD) or when business
practice dictates upgrade. Timeframe: ongoing.

2.3. Network – As required by DOD or when business practice dictates upgrade.
Timeframe: ongoing.

3. Existing Approved Reportable IT Projects : NA

Provide the following information regarding your existing approved reportable IT
projects on Table 1 on the following page:

 Existing IT Project;
 Approved Project Cost;
 Project Number; and
 Implementation Date

4. Proposed IT Projects : NA

After each proposed IT project has been documented by answering questions Error!
Reference source not found. through Error! Reference source not found. of the attached IT
Project Proposal Form, provide the following information on Table 2 on the following
page:

 The name of each proposed IT project;
 The priority ranking;
 The FSR submission date; and
 The estimated cost
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Table 1-Existing Approved Reportable IT Projects Summary by Department
Existing IT Project Approved Project

Cost*
Project Number Implementation

Date
NONE

*Note: If a Special Project Report (SPR) was submitted for review in July 2008 that includes project costs that differ from the last
approved project document, enter both the last approved project cost and the revised project cost from the SPR under review.

Table 2-Proposed IT Project Summary
Proposed IT Project Priority Ranking FSR Submission

Date
Estimated Total

Cost
NONE
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PROPOSED IT PROJECTS

Complete this IT Project Proposal Form (questions Error! Reference source not found.
though Error! Reference source not found. below) for each proposed IT project that meets
the definition of a reportable project as defined in the State Administrative Manual
Section 4819.37:

4.1. Proposal name and priority ranking:

4.2. Description of the proposed IT project:

4.3. Which of your department's business goals and objectives does this project
support, and how?

4.4. What are the expected business outcomes or benefits of the proposal as they
relate to your organization's business goals and objectives?

4.5. The following are from the State's IT strategic plan. Check the appropriate box(es)
to identify the goals this proposal supports:

Supporting and enhancing services for Californians and businesses
Enhancing information and IT security
Reducing state operational costs (leveraging, consolidation, new
technology, etc.)
Improving the reliability and performance of IT infrastructure
Enhancing human capital management
Supporting state and agency priorities and business direction

4.6. Is the proposal consistent with your organization's Enterprise Architecture?
Yes
No

If no, please explain why the deviation from the organization's Enterprise
Architecture is necessary.
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4.7. Will the proposed system collect, store, transmit, or exchange confidential or
sensitive information?

Yes
No

4.8. If this proposal is conceptually approved, what is the estimated date (mm/yyyy)
the FSR will be submitted?

NA – Federally (DOD) funded project

4.9. What is the estimated project start date (mm/yyyy) if the FSR is approved?

4.10. What is the duration of the proposed project?

4.11. Will the proposed project utilize the existing infrastructure?
Yes
No

If no, please explain.

4.12. Is the proposal related to another proposal or to an existing project?
Yes
No

If yes, describe the related proposal or project and how it is related:

4.13. Describe the consequences of not doing this proposed project at the planned
timeframe:

4.14. Check the appropriate box(es) to identify the proposal's funding strategy:
Augmentation needed
Redirection of existing funds
Other (describe):
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4.15. What are the estimated cost and funding source(s) by fiscal year through
implementation (information should be provided in the following format):

Fund
Source

2009-10 2010-11 2011-12 2012-13 2013-14
and future

Total

General Fund
Federal Fund
Special Fund*

Total

* Note: Identify the fund source and if the department is the sole user of the fund.

CMD Network is a federally procured network with oversight by DOD; CMD
submitted a BCP to replace State Employees IT equipment whose specifications
do not support DOD requirements to stay connected on the .mil domain. BCP
was rejected.
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A.1.Does your organization have documented Enterprise Architecture principles,
strategies, or standards to guide decisions on technology projects?

Yes
No

A.2.Indicate on Table A-1 below, the completion status of the component Reference
Models of your formal Enterprise Architecture efforts. If available, please submit
a copy of your Enterprise Architecture document.

Table A-1, Enterprise Architecture Completion Status
Status

Component
Reference Model

Implemented Implementation
in Progress

Planned or
Planning in
Progress

Not
Implemented

and Not
Planned

Business X
Service X
Technical X
Data X

A.3.Describe the governance structure your organization uses to review and approve
the Enterprise Architecture and any subsequent changes.

- Department uses Department of Defense DIACAP

A.4.Does your organization have an Enterprise Architect? (if yes, provide their name,
telephone number, and e-mail address below)

Yes
No

LTC Keith G. Tresh, CIO, 916-854-3504, keith.tresh@us.army.mil

Name: _________________________________________________________

Classification: __________________________________________________

Telephone Number: ____________________ E-Mail: __________________
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B.1.How is your Information Security Officer involved in proposed project
development efforts?

Reviews all IA related procurements and proposed ATOs

B.2.What are your department's core business principles, policies and standards
related to information integrity, confidentiality, and availability and the protection
of information assets?

Dictated by Army Regulation 25-2

B.3.If data within your department is shared with external entities, does your
department implement data exchange agreements with these entities?

Yes
No

If no, please explain. Not required

Not applicable

B.4.How does your department ensure that software developers and programmers
follow standards and best practices for Web, application, and system
development?

- Management Controls are implemented per Army Regulation (AR) 25-1

B.5.Does your organization have an Information Security Officer? (if yes, provide
their name, telephone number, and e-mail address below)

Yes
No

Marc Glenn (916) 854-3319, markieg1.allan.glenn@us.army.mil
Ken Foster (916) 854-3169, ken.foster@us.army.mil

Name: _________________________________________________________

Classification: __________________________________________________

Telephone Number: ____________________ E-Mail: __________________
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C.1.Does your organization have a workforce development plan for IT staff?
Yes
No

If yes, briefly describe it.

Development plan is dictated by Army Regulation 25-2 which mandates specific training
for IT personnel.

C.2.Check the appropriate box(es) to identify which workforce development tools, if
any, your organization is using for IT classifications:

Training
Upward Mobility
Mentoring
Career Assessments
Knowledge transfer program
Performance Evaluations
Other (please list)

C.3.Does your organization have a workforce plan for IT staff (i.e., for Rank and File)?
Yes
No

If yes, briefly describe it. Each branch within the IT department maintains training
plans, assessments and career plans for each employee.

C.4.Does your organization have a succession plan for IT staff (i.e., for
Management)?

Yes
No

If yes, briefly describe it. All positions need to be announced and selection based on
board results.

C.5.IT Staffing

Provide the following information in table C-1 on the following page:

 The name of each IT classification currently in the organization.
 The number of staff in each IT classification in the organization.
 The number of staff in each IT classification eligible to retire in the next five

years.
 The percentage of each IT classification eligible to retire in the next five years.
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Table C-1 — IT Staffing
IT Rank and File

Staff
Classification

Number of IT Rank
and File Staff in
Classification

Number of IT Rank
and File Staff in
Classification

Eligible to Retire
in Next 5 Years

IT Management
Staff

Classification

Number of IT
Management Staff
in Classification

Number of IT
Management Staff
in Classification
Eligible to Retire
in Next 5 Years

Systems Software
Specialist I

3 1 Non-Supervisory 0 0

Systems Software
Specialist II

1 0 Non-Supervisory 0 0

Systems Software
Specialist III

1 0 Supervisory 1 0
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D.1.Does your organization have a process for improving the alignment of business
and technology?

Yes
No

If yes, briefly describe it.
- California Military Department Strategic Plan that aligns business processes with Strategic
Goals and Objectives.

D.2.What is the status of implementing a formal portfolio management methodology
for technology projects within your organization?

Implemented (Please describe)

Implementation in progress (Please describe)

Planned or planning in progress
Not implemented and not planned

D.3.List any automated tools being used for portfolio management. Enter "None" if
no automated tools are being used.

-Army Portfolio Management System (APMS)

D.4.What is the status of implementing a standard project management methodology
for technology projects in your organization?

Implemented (Please describe)

Implementation in progress (Please describe)

Planned or planning in progress
Not implemented and not planned
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D.5.Does the organization require its project managers to be certified, either through
a professional organization (e.g., PMI, ITIL) and/or through completion of
specified project management coursework:

Yes
PMI
ITIL
Agency-specified project management coursework (identify below)

-Require federal Contracting Officer Technical Representative (COTR) training in
accordance with the Federal Acquisition Regulation (FAR).

No

D.6.Select from the list other areas of training your organization requires of its
project managers:

Fundamental Project Management
Systems Development Life Cycle
Scheduling tool (identify below)

–
–
–

Project Performance Management (e.g., Earned Value Management)
Business Process Analysis
Requirements Traceability
Procurement/Contracts Management
Other (identify below)

–
–
–

None

D.7.Describe project-level governance practices, including change management,
issue resolution, and problem escalation.

-Management Controls are implemented per Army Regulation (AR) 25-1

D.8.Does the project management methodology include processes for documenting
lessons-learned and applying these to future projects?

Yes (Please describe)
-Conduct Deliberate Planning, Execution, and After Action Review

No


